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Institute for Cyber Law, Policy, and Security

Dear friends:

The University of Pittsburgh Institute for Cyber Law, Policy, and Security
launched in 2017 as an experiment: Can existing approaches to cyber at Pitt and
beyond be transformed to drive better outcomes?

2019 allowed us to answer that question with a most emphatic yes.

From driving improved election security across Pennsylvania to launching new
research around cyberbullying prevention to providing cybersecurity education
to hundreds of high school students, Pitt Cyber’s research, education, and
public engagement integrates cutting-edge research and teaching across the full
breadth of the University of Pittsburgh to promote the development and use of
technology safely, securely, and equitably.

We hope that you will be as excited as we are about the success we continue
to have in innovating and collaborating across disciplines here within Pitt, with
policymakers, and with industry. We continue to work in the critical space

at the intersection of technology, law, and policy and know that this type of
transdisciplinary work will be even more vital in the years to come.

Pitt Cyber will continue to take on work wherever we can be most impactful.
We hope you will take a moment to read about all we have accomplished in our
third year. We look forward to your continued ideas, insight, and partnership.

Sincerely,

David Hickton
Founding Director
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Mission

Pitt Cyber provides a unique transdisciplinary environment for tackling
cyber challenges. We bring the breadth of one of the world's leading
public research universities to bear on the critical questions of networks,
data, and algorithms, with a focus on the ever-changing gaps among
law, policy, and technology. Our collective of legal, policy, and technical
researchers engages with policymakers and industry to create both

actionable proposals to address current demands and fundamental '

insights to understand the future as it arrives.
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Institute for Cyber Law, Policy, and Security

Programs

The Blue Ribbon Commission on Pennsylvania’s Election Security

Pitt Cyber launched The Blue Ribbon Commission on Pennsylvania’s Election

Security with one goal: to make Pennsylvania’s elections more secure.
The Commission studied voting systems, voter registration systems, and
recovery andresiliency, releasing a study and recommendationsin

early 2019 followingintensive review of the vulnerabilities in the

Key recommendations of
the Commission include:

* Replacevulnerable voting
machines with systems using
voter-marked paper ballots
paired with risk-limiting audits
and

* Increase federal and state funding
forelectionsecurity.

Theindependent, bipartisan
commission has been heartenedto
seemany of itsrecommendations
takenupthroughoutthe
Commonwealth, including voting
machine replacement, piloting of
risk-limiting audits, and increased
state funding forvoting system
replacement.

Pitt Cyberis grateful for the support
of The HeinzEndowments and

the CharlesH. Spang Fund of the
Pittsburgh Foundation, aswell as
collaboration with Verified Voting on
thiswork.

security of Pennsylvania’s complex election architecture.

The Blue Ribbon Commission on Pennsylvania’s Election Security’s work and
itsresearchers have been cited extensivelyin national and local media and
endorsed by editorial boards across Pennsylvania and beyond. The Commission
alsohasbeenrecognized by the Allegheny County Council, which presented the
Commissionwith a proclamation honoringits work. Pitt Cyber staff members
testified before the Pennsylvania Senate State Government Committee and
appeared beforethe Allegheny County Board of Elections.

Analyzing Pennsylvania’s Voting Systems Selections

Pitt Cyber collaborated with Citizens for Better
Electionsto conductanalysis of Pennsylvania Fn’ﬁltjuﬁmoﬂc'm"”“"’"”"
counties’selections of paper-based voting ELECT?&%‘V#EM’S
systems, finding that counties that purchase STUDY ANp !‘:.l_'::-ﬂmr,:rngsijwnac'rv
exclusively ballot-marking devices are paying i
substantially more on a pervoter basisthan : T
those countiesthat purchase the more secure '
option of optical scan machines thattabulate
hand-marked paper ballots supplemented
by ballot-marking devices forvoterswho are
unable tohandmark.
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Configuration Average County Cost Per Voter by
Decisions by County Configuration

The Breakdown )
Ballot-Marking Devices Drive Up Costs Share of Voters b‘y‘
BMDs are nearly twice as expensive Vendor
as hand-marked paper ballot systems. 1 vater

Most counties have selected a new
voting system.

ES&S is the dominant vendor so far.

Identifying Federal
Funding Needs for State
Election Security

Pitt Cyberalso collaborated with the
Brennan Center for Justice, R Street
Institute, and Alliance for Securing
Democracytoanalyze federal funding
needs for state election security,
reviewing allocation of 2018 federal
funds andidentifying additional
unfunded security needs for selected
states, including Pennsylvania.

I Paper Ballot
I All Vote By Mail

Mixed Paper Ballot and DREs
with VVPAT

I VMixed Paper Ballot and DREs
with and without VWVPAT

I Mixed Paper Ballot and DREs
without VVPAT

[ DREs with and without VWPAT
DREs without VWPAT
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Members of The Blue Ribbon Commission on Pennsylvania’s Election Security

AN

Commission Co-chairs

David Hickton, founding director,
University of Pittsburgh Institute for
CyberLaw, Policy, and Security; and
former U.S. attorney for the Western
District of Pennsylvania

Paul McNulty, president, Grove City
College, former U.S. deputy attorney
general,and former U.S. attorney for
the Eastern District of Virginia

Commission Members

JimBrown, former chief of staffto U.S.
Senator RobertP. Casey]Jr.and former
chief of staff to Pennsylvania Governor
RobertP.Casey

EstherL.Bush, presidentand CEO,
Urban League of Greater Pittsburgh

Mary Ellen Callahan, former chief
privacy officer, U.S. Department of
Homeland Security

Susan Carty, president, League of
Women Voters of Pennsylvania

Nelson A. Diaz, retired judge,
Philadelphia Courtof Common Pleas

JaneEarll, attorney and former
Pennsylvania State Senator

Douglas E. Hill, executive director,
County Commissioners Association of
Pennsylvania
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Mark A. Holman, partner, Ridge Policy
Group, former deputy assistanttothe
president forhomeland security, and
former chief of staffto Pennsylvania
Governor TomRidge

Ken Lawrence, vice chair,
Montgomery County Board of
Commissioners

Mark A. Nordenberg, chair ofthe
Institute of Politics, University of
Pittsburgh; Chancellor Emeritus of the
University; and Distinguished Service
Professor of Law

Grant Oliphant, president, The Heinz
Endowments

Pedro A.Ramos, presidentand CEO,
The Philadelphia Foundation

James C. Roddey, former chief
executive, Allegheny County

Marian K. Schneider, president,
Verified Voting, and former
Pennsylvaniadeputysecretary of
state for elections and administration

Bobbie Stempfley, director, CERT
Division, Software Engineering
Institute, Carnegie Mellon University

David Thornburgh, presidentand
CEO, Committee of Seventy

Sharon Werner, former chief of
staffto U.S. attorneys general EricH.
Holder]r.and LorettaE. Lynch

Dennis Yablonsky, former

CEO, Allegheny Conference on
Community Developmentand former
Pennsylvania secretary of community
and economicdevelopment

Senior Advisors

Charlie Dent, former U.S.
Congressman, 15th District of
Pennsylvania

Paul H.O'Neill, 72nd secretary ofthe
U.S.Treasury

Dick Thornburgh, former governor
of Pennsylvania, former attorney
general of the United States, and
formerunder-secretary-general of
the United Nations

Affiliations are provided for identification
purposes. Commission Members serve in
their personal capacities.

Staff

Christopher Deluzio, policydirector,
University of Pittsburgh Institute for
CyberLaw, Policy, and Security

Beth Schwanke, executive director,
University of Pittsburgh Institute for
CyberLaw, Policy, and Security
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University of Pittsburgh

HUMAN

TRAFFICGKING:

A FORM OF MODERN SLAVERY AND

A MULTIBILLION-DOLLAR

CRIMINAL INDUSTRY THAT
\ DENIES FREEDOM TO 20 MILLION

EOPLE AROUND THE WORLD—
BLUDING RIGHT HERE IN PITTSBURGH




HackingdHumanity

Pitt Cyber, the University of
Pittsburgh School of Computing and
Information, and the University of
Pittsburgh Graduate School of Public
and International Affairs’ (GSPIA)
Ford Institute for Human Security
hosted a new kind of hackathon—
anintentionally transdisciplinary
hackathon.

In 2019, we called on Pittand other area
studentsto create technologiesto help

preventhumantrafficking. Inspired
by challenge scenarios developed by
GSPIAstudents, participants created
technologiesranging from platforms
forsmartcontractsto preventlabor
traffickingtointeractive games

to educateteensabout potential
traffickingrisks.

HackingdHumanity
2019 Winners

Above: First place: Lokidor: a

multi-system device to help prevent

trafficking of children and raise

awareness: Gaoxiang Chen, Pitt, information
science; Shenghui Yang, Pitt,information
science; Deng Pan, Pitt, information science;

and Yaxin Zhai, Pitt, accounting

Right: Second place Clean Wages:
Blockchain to Block Chains: Joshua

Ackerman, CMU, mathematics & computer
science; Rui Yuan Shum, CMU, computer
science; Brandon Pek, CMU, computer
science; and Michelle Cong, CMU, economics

and business administration

Institute for Cyber Law, Policy, and Security

Pitt Cyberis grateful for the expertise
ofits partners, Allegheny County
Department of Human Services and
Pittsburgh Action AgainstRape, as
well asforour generous sponsors.

Gold Sponsors

PNC
Deloitte

Silver Sponsors
IBM
Bronze Sponsors
SDLCPartners  SIGSusquehanna
CyLumena PPG
BNY Mellon Google
NetApp
Dick’s Sporting
Goods

T L
TRAFFIC
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University of Pittsburgh

Air Force Association CyberPatriot Camp

Pitt Cyber hosted its third annual Air Force Association Cyber Camp this past summer for 230 high school students, in
partnershipwith Robert Morris University.

The campisapillar of Pitt Cyber's efforts to expand aninclusive pipeline for future technologists and is free for all students.
The campinspires students totakeaninterestin cybersecurity and other STEM fields. The interactive curriculum s focused
oncyber ethics, systems security, and network security.

We are grateful to our sponsor, Microsoft, forits generous support.

—Jay Graham, enterprise architect, University of Pittsburgh,
and CyberCamp instructor



Institute for Cyber Law, Policy, and Security

“I never knew what
| was capable of
until |l went to the
CyberCamp.”

—ninth grade student
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University of Pittsburgh

Research and
Publications

Pitt Cyber Accelerator Grants
(PCAG)

Pitt Cyberlaunchedits PCAG program
in 2018to provideinitial funding for
novel and innovative projects that
advance Pitt Cyber's mission: to bring
the breadth of one of theworld’s
leading publicresearch universities
tobearonthecritical questions of
networks, data, and algorithms, with
afocusontheever-changing gaps
among law, policy, and technology.

PCAGfundingisusedto advance
projectsthatestablish and extend
keyintellectualinfrastructures, such
asresearchandteachingin methods
with broad application and utility
acrossdisciplines, and projects that
bringtogetherresearchers, teachers,
and/or students across fields of
interest.

10

2019 PCAG Recipients

Social Weather Service:
A Cyber-enabled
Forecasting of Social
Unrest and Conflicts

Vladimir Zadoronzny, professor,
School of Computing and
Information;

Panos

Chrysanthis, professor of
computer science, School
of Computingand
Information; Michael
Colaresi, William S. Dietrich
I Chair of Political Science,
Kenneth P. Dietrich School
of Artsand Sciences;

and Patrick Manning,
Andrew Mellon Professor
of World History emeritus,
Kenneth P. Dietrich School
of Artsand Sciences

Artificial Intelligence and
theLaw

Kevin Ashley, professor, School

of Law, andJaromir Savelka, PhD
candidate, Intelligent Systems
Program, School of Computing and
Information




Towards Resilient Smart
Critical Infrastructure

David Tipper, professor, School
of Computing and Information;
and Alexis Kwasinski, associate
professor, Swanson School of
Engineering

Institute for Cyber Law, Policy, and Security

Fighting Cyberbullying:
ATransformative and
Educational Game for
Promoting Empathic
Understanding

RostaFarzan, associate

professor; Dmitriy Babichenko,
professor of practice; and
ZakRisha, School of Computingand
Information
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Spotlight on Ongoing
Research

Cyberbullying Prevention

Thankstothe supportof AT&T, Pitt
Cyber Affiliate Scholars Lisa Nelson
fromthe Graduate School of Public
and International Affairs, Rosta
Farzan from the School of Computing
and Information, Mary Ohmer from
the School of Social Work, and Ana
Radovicfromthe School of Medicine
are developing a program focused
on cyberbullying preventionand
interventioninearly adolescence.

Affiliate Scholar Research and
Publications

Pitt Cyber’s staff and affiliate scholars
continueto publish widely. Selected
publicationsinclude:

“AFramework for Election Vendor
Oversight”

November 2019 | Lawrence
Norden, Brennan Center forJustice;
Christopher Deluzio, Pitt Cyber;
GowriRamachandran, Brennan
Centerforjustice

“Pennsylvania Counties’ New Voting
Systems: An Analysis”

August2019 | Christopher Deluzio,
Pitt Cyber; and Kevin Skoglund,
Citizens for Better Elections

“Defending Elections: Federal
Funding Needs for State Election
Security”

July2019 | Christopher Deluzio,

Pitt Cyber; LizHoward, Brennan
Centerforjustice; Paul Rosenzweig,

R StreetInstitute; David Salvo, Alliance
forSecuring Democracy; Rachael
Dean Wilson, Alliance for Securing
Democracy
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“The Blue Ribbon Commissionon
Pennsylvania’s Election Security
Study and Recommendations”
January 2019 | The Blue Ribbon
Commission on Pennsylvania’s
Election Security

“Role of Moderators on Engagement
of Adolescents With Depression

or AnxietyinaSocial Media
Intervention: Content Analysis of
Web-Based Interactions”
September 2019 | Carolyn Windler,
Maeve Clair, Cassandra Long, Leah
Boyle,and Ana Radovic-JMIR
Publications

“The Twilight of Automation”
February2019 | Mario Khreiche - Fast
Capitalism

“F*cking With the Magic”
January 2019 | Michael). Madison -
Technology Law]otwell

“The Cinderella Complex: Word
Embeddings Reveal Gender
Stereotypesin Movies and Books”
October2019 | Huimin Xu, Zhang
Zhang, Lingfei Wu, Cheng-Jun Wang -
arXivCornell Library


https://www.brennancenter.org/our-work/policy-solutions/framework-election-vendor-oversight
https://www.brennancenter.org/our-work/policy-solutions/framework-election-vendor-oversight
https://www.cyber.pitt.edu/votingsystemsanalysis
https://www.cyber.pitt.edu/votingsystemsanalysis
https://www.brennancenter.org/sites/default/files/publications/2019_07_DefendingElections_Final.pdf
https://www.brennancenter.org/sites/default/files/publications/2019_07_DefendingElections_Final.pdf
https://www.brennancenter.org/sites/default/files/publications/2019_07_DefendingElections_Final.pdf
https://www.cyber.pitt.edu/report
https://www.cyber.pitt.edu/report
https://www.cyber.pitt.edu/report
https://mental.jmir.org/2019/9/e13467/?utm_source=dlvr.it&utm_medium=facebook%20%20&utm_source=dlvr.it&utm_medium=facebook%20%20_
https://mental.jmir.org/2019/9/e13467/?utm_source=dlvr.it&utm_medium=facebook%20%20&utm_source=dlvr.it&utm_medium=facebook%20%20_
https://mental.jmir.org/2019/9/e13467/?utm_source=dlvr.it&utm_medium=facebook%20%20&utm_source=dlvr.it&utm_medium=facebook%20%20_
https://mental.jmir.org/2019/9/e13467/?utm_source=dlvr.it&utm_medium=facebook%20%20&utm_source=dlvr.it&utm_medium=facebook%20%20_
https://mental.jmir.org/2019/9/e13467/?utm_source=dlvr.it&utm_medium=facebook%20%20&utm_source=dlvr.it&utm_medium=facebook%20%20_
https://fastcapitalism.journal.library.uta.edu/index.php/fastcapitalism/article/view/32
https://cyber.jotwell.com/fucking-with-the-magic/
http://arxiv-export-lb.library.cornell.edu/abs/1811.04599
http://arxiv-export-lb.library.cornell.edu/abs/1811.04599
http://arxiv-export-lb.library.cornell.edu/abs/1811.04599
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Education

Cyber-related course offerings
throughout the University of
Pittsburgh continued toexpandin
2019.Courses offered by affiliate
scholarsincluded:

Affiliate Scholar Lisa Nelson taught
Ethics and Policyin Cyber Space
atthe Graduate School of Public
and International Affairs, teaching
studentsto considertheimpact

of emerging technologies within
existing constitutional, statutory,
andinternational guidelinesand
exploring arange of policy solutions
for managing the use of personal
informationin our publicand private
sectors.

Affiliate Scholar James Joshi
taughtInformation Security

and Privacy. The course covered
fundamentalissues and first
principles of security and information

assurance. Itaddressed security
policies, models, and mechanisms
related to confidentiality, integrity,
authentication, identification,

and availability issues related
toinformation andinformation
systems. Students studied basics
of cryptography such as key
managementand digital signatures;
and network security such as

PKI, IPsec, intrusion detection

and prevention. The course also
addressed risk management,
securityassurance andsecure
design principles; andissues such
asorganizational security policy,
legaland ethical issuesinsecurity,
standards and methodologies for

security evaluation and certification.

Affiliate Scholars Dan Cole and
William Clark taught Hacking for
Energy. The course taughtstudents
how to build products and services
usinglean methods by solving real-
world energyindustry problems.

@G 4
0
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The course usedtheleanlaunchpad
platformfor entrepreneurship.
Affiliate Scholar Annette Vee

taught Digital Humanity. The

course prepared studentsto
critically examine the intersections
between digital devicesand human
life. Coveringtopicssuch asthe
relationship between computersand
humans, surveillance, big data, and
interactivity and games, students
were asked to question whatitmeans
tobehumaninaspace of pervasive
digitality.

Spotlight on the New Graduate
Certificatein Cybersecurity,
Law, and Policy

The University’s School of Computing
and Information, Graduate School of
Publicand International Affairs, and
School of Law now offer a graduate
certificatein Cybersecurity, Law, and
Policy.

Annual Report 2019 13



University of Pittsburgh

Events

Pitt Cyber was pleased to host arange of events with University partners across campusin 2019.

Air Force Space Command

Lieutenant General David Thompson,
vice commander of Air Force Space
Command, visited Pitt to discuss Air
Force space missions, integrating
space policy, stewardship of space,

and partnershipsinthe space domain.

The eventwas cohosted by Pitt Cyber;
AFROTC Detachment 730; GSPIA's
Matthew B. Ridgway Center; the
Swanson School of Engineering; the
CenterforSpace, High-Performance,
and Resilient Computing; the School
of Computingand Information; the
Center for Military Medicine Research;
and the World Affairs Council of
Pittsburgh.

14

Do You Trust This Computer
Screening

Award-winningdirector Chris Paine
joined Pitt Cyberforascreening of
hisdocumentary, “Do You Trust This
Computer?.” Affiliate Scholars Adam
Lee, Michael Madison, and Annette
Veejoined Paineforadiscussionon
ethicsandtheimpactof artificial
intelligencetodayandinthefuture.

Cyberbullying:
Intervention and
Prevention

Pitt Cyber, AT&T,and UPMC Children’s
Hospital of Pittsburgh were joined

by national cyberbullying expertDr.
Ellen Selkie and experts from Carnegie
Mellon University and Pittsburgh
PublicSchoolsforadiscussionon
cyberbullying. The experts covered
howtoidentify, prevent, and
intervenein cases of cyberbullyingin
middle and high school aged students.

The EU Perspective

on Regulating Online
Platforms featuring Folkert
Wilman

Cybersecurity, Geopolitics,
and the Future of
Technological Competition
featuring Adam Segal

Industry of Anonymity:
Inside the Business of
Cybercrime featuringjonathan
Lusthaus

Cybersecurity Seminar
Series hosted by LERSAIS and Pitt
Cyber



Selected Speaking Engagements

Pitt Cyber continued its active presence at the University
of Pittsburgh and well beyond campus. Here are a few
selected engagements from 2019:

Washington Post Live Cybersecurity
Summit: David Hickton, speaker
International Cyber Risk Management
Conference: David Hickton,
keynote speaker, interviewed by
BNN Bloomberg's Amber Kanwar
NS2 Now Security and Innovation
Summit: Kiersten Todt, speaker
Intellectual Property Institute:
David Hickton, keynote speaker
League of Women Voters
Pennsylvania State Convention:
Chris Deluzio, speaker
Pennsylvania County Election Officials
Conference: Chris Deluzio,
speaker
Testimony before Allegheny County
Board of Elections: Chris Deluzio
Testimony before Allegheny County
Board of Elections: Beth Schwanke
Testimony before Pennsylvania
Senate State Government
Committee: Chris Deluzio

Selected Media

Coverage of Pitt Cyber and
affiliate scholars’workin 2019
hasincluded:

Alleged Russian Hacker Behind $100

Million Evil Corp Indicted | WIRED

Voting-Machine Upgrade Stirsa

Partisan Clashin Pennsylvania | The
Wall StreetJournal

County Resists Pennsylvania’s Push

for New Voting Machines |
Associated Press

Elections Board Appears Likely to

Pick ES&S Voting Machines for Use

Beginningin 2020 Pittsburgh
Post-Gazette

Study Finds Huge Differencein

Costof New Voting Machines for

Pennsylvania Counties | Trib Live

Logged In | Pitt Magazine

“We Are Being Eaten Alive From

Within: Why Americanis Losing the

Battle Against White Nationalist

Terrorism” | TIME

LIVE

The Washingt/ S

After Robert Mueller's Warning,
aBroad Agreementon Election
Threatsbut Not On Whatto Do about
Them | USAToday
Summer Camp Aimsto Net Future
Cybersecurity Professionals, AsJobs
Go Unfilled | 90.5 WESA
Surveying Election Security Needs |
Politico Morning Cybersecurity
States Don't Have Enough Money to
Securethe 2020 Election, New Report
Warns | The Washington Post
Cybersecurity 202
Huawei’s Yearslong Riseis Littered
With Accusations of Theftand
Dubious Ethics | Wall Street)Journal
The Growing Partnership Between
Russia’s Governmentand
Cybercriminals | CBS News
60 Minutes
Robert Mueller Showed How U.S.
Elections Brokein2016.Here's How
toFixThem | TIME
No Digital Solution at Present to Curb
ElectionInterference | BNN
Bloomberg
In Some States, Sexting Could Land
TeensinjailforalLongTime | Reuters
Thousands of Identities, Personal
Information Published in FBI-Related
Hack | NBCNews
‘National Security Threat’As Chinese
Hackers Are‘Allowed’to Target US
Businesses | Forbes
As China Hacked, U.S. Businesses
Turned ABlind Eye | NPRAII Things
Considered
Trump DOJ Indicts WikiLeaks
FounderAssange | MSNBCThe Beat
with Ari Melber

Institute for Cyber Law, Policy, and Security

Pennsylvania Dedicates Cash to
Election Security, but Doesit Need
More Fast? | Politico

Additional coverage by:
Bloomberg, PublicSource, KDKA,
WTAE, WPXI, PennLive, Pennsylvania
Capital Star, Tribune Democrat,

The Hill, StateScoop, Think Progress,
The Pitt News, Mother Jones, Go Erie,
York Dispatch, PhiladelphiaInquirer,
Inside Cybersecurity, The Morning Call

Selected Op-eds

GuessWhich Ballot Costs Lessand is

More Secure? Paper or Electronic? |
PennLive by Chris Deluzio and Kevin
Skoglund

Don’t Nickel & Dime Pennsylvania'’s
Democracy | The Pittsburgh
Tribune-Review by David Hickton

ACallfor Action: Nowisthe Timeto

Secure Pennsylvania’'s Elections |
PennLive by David Hickton and Paul
McNulty

Four Cybersecurity Priorities for

Congressto Confront Active Threats
| The Hillby David Hickton and
Kiersten Todt

With Gratitude

Pitt Cyberisatruly University-

wide effort. We are grateful for
collaborationsfromacrossthe
University. Pitt Cyber owesa
particular debt of gratitudetothe
Office ofthe Chancellor, Office of the
Provost, Office of University Counsel,
PittIT,and the School of Law. We
also are grateful for the constant
supportofthe Office of University
Communications and Marketing and
the Division of Philanthropicand
Alumni Engagement.
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https://www.wired.com/story/alleged-russian-hacker-evil-corp-indicted/
https://www.wired.com/story/alleged-russian-hacker-evil-corp-indicted/
https://www.wsj.com/articles/voting-machine-upgrade-stirs-a-partisan-clash-in-pennsylvania-11575672666
https://www.wsj.com/articles/voting-machine-upgrade-stirs-a-partisan-clash-in-pennsylvania-11575672666
https://apnews.com/805aadfdc5f94b5cb28764548f25f88a
https://apnews.com/805aadfdc5f94b5cb28764548f25f88a
https://www.post-gazette.com/news/politics-local/2019/08/30/Elections-board-appears-likely-to-pick-ES-S-voting-machines-for-use-beginning-in-2020/stories/201908300152
https://www.post-gazette.com/news/politics-local/2019/08/30/Elections-board-appears-likely-to-pick-ES-S-voting-machines-for-use-beginning-in-2020/stories/201908300152
https://www.post-gazette.com/news/politics-local/2019/08/30/Elections-board-appears-likely-to-pick-ES-S-voting-machines-for-use-beginning-in-2020/stories/201908300152
https://triblive.com/news/pennsylvania/study-finds-huge-difference-in-the-cost-of-new-voting-machines-for-pennsylvania-counties/
https://triblive.com/news/pennsylvania/study-finds-huge-difference-in-the-cost-of-new-voting-machines-for-pennsylvania-counties/
https://triblive.com/news/pennsylvania/study-finds-huge-difference-in-the-cost-of-new-voting-machines-for-pennsylvania-counties/
https://www.pittmag.pitt.edu/news/logged
https://time.com/5647304/white-nationalist-terrorism-united-states/
https://time.com/5647304/white-nationalist-terrorism-united-states/
https://time.com/5647304/white-nationalist-terrorism-united-states/
https://www.usatoday.com/story/news/politics/2019/07/25/after-robert-muellers-warning-parties-split-fixing-2020-election-threats/1826186001/
https://www.usatoday.com/story/news/politics/2019/07/25/after-robert-muellers-warning-parties-split-fixing-2020-election-threats/1826186001/
https://www.usatoday.com/story/news/politics/2019/07/25/after-robert-muellers-warning-parties-split-fixing-2020-election-threats/1826186001/
https://www.usatoday.com/story/news/politics/2019/07/25/after-robert-muellers-warning-parties-split-fixing-2020-election-threats/1826186001/
https://www.wesa.fm/post/summer-camp-aims-net-future-cyber-security-professionals-jobs-go-unfilled#stream/0
https://www.wesa.fm/post/summer-camp-aims-net-future-cyber-security-professionals-jobs-go-unfilled#stream/0
https://www.wesa.fm/post/summer-camp-aims-net-future-cyber-security-professionals-jobs-go-unfilled#stream/0
https://www.politico.com/newsletters/morning-cybersecurity/2019/07/18/surveying-election-security-needs-688148
https://www.washingtonpost.com/news/powerpost/paloma/the-cybersecurity-202/2019/07/18/the-cybersecurity-202-states-don-t-have-enough-money-to-secure-the-2020-election-new-report-warns/5d2f6fb6a7a0a46ab00882b1/?utm_term=.ed42ab8692af
https://www.washingtonpost.com/news/powerpost/paloma/the-cybersecurity-202/2019/07/18/the-cybersecurity-202-states-don-t-have-enough-money-to-secure-the-2020-election-new-report-warns/5d2f6fb6a7a0a46ab00882b1/?utm_term=.ed42ab8692af
https://www.washingtonpost.com/news/powerpost/paloma/the-cybersecurity-202/2019/07/18/the-cybersecurity-202-states-don-t-have-enough-money-to-secure-the-2020-election-new-report-warns/5d2f6fb6a7a0a46ab00882b1/?utm_term=.ed42ab8692af
https://www.wsj.com/articles/huaweis-yearslong-rise-is-littered-with-accusations-of-theft-and-dubious-ethics-11558756858
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